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&3 THAI

Management Circular No. 0|c7 /2017

Subject: Aviation Security Policy

Thai Airways International Public Company Limited (THAI) has established a
comprehensive aviation security policy and strategy to meet the International
Civil Aviation Organization (ICAO) Standards and Recommended Practices outlined in
Annex 17 - Safeguarding International Civil Aviation Against Acts of Unlawful
Interference. THAI commits to take aviation security as an issue of great importance
to ensure the effectiveness and the continuity of aviation security development. This
is in order to protect and safeguard passengers and passenger information, employees,
the general public, aircraft and aircraft information and THAI property against acts of
unlawful interference perpetrated during on the ground and in flight. The policy is

periodically reviewed to ensure continuing relevance to the organization.

The policy stated in this Management Circular is established to cancel and supersede

the Management Circular No. 001/2016. The policy statements are as follows:-

1. THAI will implement the Security Management Systems (SeMS) to provide
a structured and international standardized approach describing a security
organization structure, accountability and responsibility of Management at
all levels. The system will be continually reviewed and improved on a
regular basis. THAI will establish security objectives and security
performance standards to ensure that security activities are carried out in
the most efficient and effective manner with reinforcement and monitoring
by the management according to the policy.

2. THAI will regularly develop and maintain the Security Program Manual,
which is officially approved by the Civil Aviation Authority of Thailand
(CAAT).The Program is considered as an Airline Security Standard to
demonstrate our compliance with relevant international security
standards. Furthermore, THAI will be in strict conformity with all

applicable standards and regulatory requirements.
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3. THAI will promote a security culture throughout the organization to
ensure that a secure environment is maintained and security awareness is
raised among all THAI staff.

4. THAI will implement security risk management and threat assessment
systems to reduce the possibility of certain risks and to assess all threats
against THAI operations, staff and property. This is to ensure that the
most appropriate security measures are taken to handle the situation
and to counter the security threats.

5. THAI management has the responsibility to provide resources necessary
for the successful implementation of the policy and to ensure all staff,
handling agents and other contractors fully understand the policies and
the procedures outlined in the THAI Security Program so that the
security activities are effectively and rigorously carried out throughout

the organization.

Your attention and cooperation will be much appreciated.

Bangkok, April Z0, 2017
THAI AIRWAYS INTERNATIONAL
PUBLIC COMPANY LIMITED
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Usanee Sangsingkeo
Executive Vice President
Aviation Business Unit

Acting President



